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To receive this newsletter 
electronically e-mail requests to 
40SL@dodig.osd.mil.  You can 
download this and past editions 
of the newsletter and the Adobe 
Acrobat Reader ver. 3.0 at www.
desc.dla.mil/main/d/home_g.
htm.  This newsletter is based on 
press releases and public 
information. 

radio.  The HUMVEE was 
used as their recreational ve-
hicle until abandoned several 
weeks later.  When the Gov-
ernment recovered the HUM-
VEE and radio, both were de-
termined to be unserviceable.  
The Tulsa Post of Duty (POD) 
is conducting the investiga-
tion.  

 
 
 
 
 
 
 
 
 

Firearm Violations 
   An indictment was returned 
against Rafael Alexander 
McLean charging him with il-
legal possession of a firearm 
as a convicted felon.  An in-
vestigation disclosed McLean 
allegedly had in his posses-
sion a stolen U.S. Govern-
ment 9mm Beretta that had 
been reported as missing 
from the Norfolk Naval Base, 
Norfolk, VA.  The Chapel Hill 
Resident Agency (RA) is con-
ducting the investigation with 
the Federal Bureau of Investi-

gations (FBI), the Bureau of 
Alcohol, Tobacco and Fire-
arms (ATF), and the Police 
Department of Raleigh, NC. 

 
Mail Fraud 

   An indictment was returned 
against Joubert Mondesir, a 
physical therapist and owner 
of Far Rockaway Physical 
Therapy, charging him on 10 
counts of violating Federal 
mail fraud statutes.  Monde-
sir, an authorized participant 
in the DoD TRICARE pro-
gram, submitted false claims 
to the New York City Board of 
Education for physical ther-
apy services that were never 
rendered to students in the 
New York City public school 
system.  The New York RA is 
conducting the investigation 
jointly with the Department of 
Health and Human Services 
(HHS) and the Office of the 
Special Commissioner of In-
vestigation, New York City 
School District.  

 
Racketeering 

   An indictment was returned 
against Julio Pereira, Bridge-
water, MA, charging him with 
4 counts of subscribing to a 

 
Theft 

   An indictment was returned 
against Patrick Ray Cook and 
Zackariah O’Brien Stanley 
charging them with theft of 
Government property.  An in-
vestigation disclosed that on 
or about August 7, 1999, 
Cook and Stanley allegedly 
broke into the U.S. Army Re-
serve, 316th Quartermaster 
Battalion, Okmulgee, OK, and 
stole a High Mobility Multi-
purpose Wheeled Vehicle 
(HUMVEE) for their own use.  
Cook and Stanley then alleg-
edly drove the vehicle to se-
cluded acreage outside Mus-
kogee where the vehicle was 
stripped of its top, doors and 
cryptograph communication 
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false income tax return and 
21 counts of interstate travel 
in aid of racketeering enter-
prises.  Pereira, a former sen-
ior buyer at LTX Corporation, 
Westwood, MA, purchased 
machine parts from Synertron 
Associates, Incorporated, 
Middleboro, MA, as did a Top 
100 DoD contractor.  The 
owner of Synertron, Henry 
Mathieu, admitted paying 
Pereira kickbacks of approxi-
mately $350,000 for favorable 
consideration in the award of 
jobs to Synertron.  Mathieu 
previously pled guilty in the 
case.  The Boston RA is con-
ducting the investigation with 
the FBI and the Internal 
Revenue Service (IRS).  
 

Gratuity 
   An information was filed 
against Anthony Frizzi, Re-
vere, MA, charging him with 
violating the Taft-Hartley Act.  
The investigation of Frizzi is a 
result of a major nationwide 
federal investigation involving 
corruption in the maritime in-
dustry and the repair of U.S. 
Navy vessels at commercial 
shipyards.  Frizzi worked as a 
paid union official of Local 
S-25, International Associa-
tion of Machinists and Aero-
space Workers, Boston, MA.  
Local S-25 held the contract 
with South Boston, MA, ship-
yard, Boston Ship Repair, In-
corporated (BSR), that 
worked on U.S. Navy vessels.  
At the same time, Frizzi went 
on the payroll of BSR and col-
lected wages from the union 
and BSR.  It was determined 
that Frizzi was paid by BSR 

for a 40-hour week, but he al-
legedly worked only a few 
hours per week and that time 
was spent on union business, 
not as a tradesman for the 
shipyard.  Such conduct is 
considered an illegal gratuity 
under the Taft-Hartley Act.  
Frizzi allegedly used his son’s 
Social Security Number to 
sign on as an employee of 
BSR and thereby disguise the 
fact he was illegally receiving 
the second salary.  The own-
ers of BSR were previously 
convicted and sentenced.  
The Boston RA is conducting 
the investigation with the FBI, 
the IRS and the Department 
of Labor (DOL).  
 

False Statements 
   An information was filed 
against Royce Frandsen, 
chief engineer, Transchem, 
Incorporated (Transchem), 
Corona, CA, charging him 
with one count of making 
false statements to the DoD 
and one count of aiding and 
abetting.  An investigation 
disclosed Frandsen allegedly 
submitted false statements 
during the manufacture of 
Transchem power supplies 
for the DoD.  In accordance 
with military contracts, Tran-
schem was required to deliver 
power supplies manufac-
tured, tested and inspected 
according to stringent military 
and customer standards.  
Specifically, Transchem’s 
contracts required that the 
power supply devices be sub-
jected to a “burn-in” test, also 
known as a temperature con-
ditioning cycling test.  Frand-

sen is alleged to have sys-
tematically falsified the burn-
in test by either not perform-
ing the test at all or improp-
erly performing the test by 
shortening the amount of time 
the test was performed.  A 
safety alert has been issued 
to notify affected programs of 
potential safety issues.  The 
programs affected include the 
U.S. Navy Harpoon missile 
program and the U.S. Army 
Firefinder and Sentinel radar 
programs.  The Western Field 
Office (FO) is conducting the 
investigation with the U.S. 
Army Criminal Investigative 
Command (USACIDC) and 
the Defense Contract Man-
agement Command (DCMC).  

 
False Statements 

   Samiha Mitwally, president 
of Unicef Medical, Lake Ho-
patcong, NJ, was arrested for 
allegedly devising a scheme 
to defraud the U.S. Govern-
ment by falsifying and con-
cealing material facts.  An in-
vestigation disclosed Mitwally 
allegedly repackaged and re-
labeled medical equipment 
manufactured outside the 
United States to make it ap-
pear the medical equipment 
was manufactured in the 
United States.  The equip-
ment was then resold to sev-
eral U.S. Government agen-
cies or used on other Govern-
ment financed contracts.  The 
New Jersey RA is conducting 
the investigation with the FBI, 
the USACIDC, the Depart-
ment of Veterans Affairs (VA) 
and the Agency for Interna-
tional Development.  
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Mail Fraud 
   UNC Lear Services, Incor-
porated (UNC/Lear), Okla-
homa City, OK, pled guilty in 
the Western District of Ken-
tucky, Louisville, KY, to mail 
fraud, making a false state-
ment, and violating the For-
eign Corrupt Practices Act.  
An investigation determined 
UNC/Lear, a Top 100 DoD 
contractor, defrauded the 
DoD and the Kingdom of 
Saudi Arabia while perform-
ing on a DoD contract 
awarded under the U.S. For-
eign Military Sales (FMS) pro-
gram.  The DoD administered 
FMS program permits U.S. 
allies to procure Defense 
goods and services from U.S. 
business concerns and/or the 
U.S. Government.  Between 
November 1993 and August 
1995, UNC/Lear officials 
falsely represented to the 
DoD that subcontracts 
awarded to various compa-
nies were based on adequate 
price competition when that 
competition did not exist.  
UNC/Lear also made false 
representations to DoD offi-
cials about employing a for-
eign sales agent relative to its 
FMS contract.  Additionally, 
between August 1, 1993 and 
December 31, 1995, false en-
tries were made in UNC/
Lear’s books and records that 
falsely reported payments 
were made to an unnamed 
Kentucky corporation as fees  
for engineering services con-
ducted in Saudi Arabia.  The 
Dayton RA is conducting the 
investigation with the FBI and 
the IRS.  

Health Care 
   Kelly Ross Jorgensen pled 
guilty to one count of conspir-
ing to commit mail fraud and 
health care fraud.  Jorgenson 
operated Wellnet, a billing 
company that contracted with 
the General Medical Clinics of 
the Seattle/Tacoma, WA, 
area and Dr. Nasser Ordou-
badi, a TRICARE provider.  
An investigation determined 
that Jorgensen conspired with 
Ordoubadi and the General 
Medical Clinics to submit 
false and inflated health care 
claims to TRICARE, Medicare 
and private insurers.  Those 
claims contained billing for 
nonrendered services, upcod-
ing and uncovered services.  
The Seattle RA conducted 
the investigation with the FBI, 
the U.S. Postal Inspection 
Service and the HHS. 
 

Embezzlement 
   Stan W. Doidge pled guilty 
to theft and embezzlement.  
Doidge continued to receive 
Federal retirement benefits 
destined for his mother, Marie 
K. Doidge (the surviving wife 
of a former U.S. Army vet-
eran), for 18 months after her 
death in February 1998.  
Marie Doidge received a 
monthly surviving spouse 
benefit from Defense Finance 
and Accounting Service 
(DFAS) that should have 
ceased upon her death.  An 
investigation revealed DFAS 
did suspend Marie Doidge's 
account for several months in 
early 1998 when she failed to 
return a "Certificate of Eligibil-
ity" (COE).  However, a COE 

containing Marie Doidge’s ap-
parent signature was dated 
and faxed to DFAS on Janu-
ary 7, 1999 (almost a year af-
ter her death), and DFAS re-
sumed monthly electronic 
funds transfer payments to 
Doidge's bank account.  Stan 
Doidge admitted forging his 
mother’s signature on the 
COE and forging her signa-
ture on numerous checks 
drawn on her bank account.  
The calculated loss to DFAS 
is $20,096.  The Western FO 
conducted the investigation 
with assistance from DFAS' 
“Operation Mongoose” and 
the Defense Manpower Data 
Center.  
 
 
 
 
 

False Statement 
   Anthony L. Brooks, owner 
of Electronic Components 
and Fasteners North (ECFN), 
Deltona, FL, pled guilty to 
making a false statement.  
Brooks sold nonconforming 
fasteners to DoD and NASA 
prime contractors, then 
falsely certified the fasteners 
met military specifications.  
Various lots of fasteners sold 
to prime contractors failed to 
meet specifications when 
tested, had no certifications of 
compliance by ECFN’s sup-
plier, and were not traceable 
to the manufacturer of origin.  
The Orlando RA conducted 
the investigation with the Na-
tional Aeronautical Space Ad-
ministration (NASA).  
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Conversion 
   Claude I. McClain, Jr., and 
Theresa McClain each pled 
guilty in U.S. District Court, 
Eastern District of Virginia, to 
one count of conversion of U.
S. Government property.  
Claude McClain worked as a 
warehouseman in the Acqui-
sition and Property Manage-
ment Branch of the Office of 
Administration and Informa-
tion Management, OIG, DoD.  
An investigation confirmed he 
stole at least seven NEC lap-
top computers, one Dell com-
puter, one Compaq Deskpro 
desktop computer, one Com-
paq Armada 4110 laptop 
computer, one Mitsubishi 
computer monitor and two 
CTX computer monitors.  The 
equipment was stolen from 
the OIG, DoD, warehouse in 
Springfield, VA, and the OIG, 
DoD, offices in Arlington, VA.  
Most of the equipment was 
then transported by Theresa 
McClain to local pawnshops 
in Prince George’s County, 
MD, and pawned for cash.  It 
was also determined that 
Claude McClain pawned 
some of the stolen equip-
ment.  The acquisition price 
of the items totaled $35,803.  
Efforts to recover the stolen 
property are ongoing.  The 
Mid-Atlantic FO conducted 
the investigation with the 
Prince George’s County Po-
lice Department.  
 

Mail Fraud 
   Peter Freund, president of 
AAA Fire and Safety, Incorpo-
rated, pled guilty in U.S. Dis-
trict Court, New Haven, CT, 

to one count of mail fraud.  
AAA Fire and Safety falsely 
represented to customers that 
the required hydrostatic test-
ing had been performed on 
fire extinguishers.  The equip-
ment was then fraudulently 
stamped as having met all re-
quirements.  Customers, in-
cluding the DoD and the Con-
necticut National Guard, were 
then billed for the unper-
formed work.  The Hartford 
RA conducted the investiga-
tion jointly with the Depart-
ment of Transportation. 
 

Bank Fraud 
   Nancy Thetford, also known 
as Nancy Cooper, pled guilty 
to theft concerning programs 
receiving Federal funds and 
bank fraud.  This is her sec-
ond guilty plea.  In a previous 
plea, Thetford and co-defen-
dant Tracy Huff pled guilty to 
falsifying claim forms submit-
ted to the Medicare program 
and embezzling funds from 
that program.  At that time, 
Thetford was sentenced to 
probation and restitution in 
the amount of $1,146,088.  
Thetford and Huff operated a 
medical billing service in 
Denton, TX, where they sub-
mitted claims for providers to 
various insurance carriers, in-
cluding Medicare, Medicaid 
and the Civilian Health and 
Medical Program of the Uni-
formed Services, now known 
as TRICARE.  The current 
charges against Thetford oc-
curred when she worked for 
Diagnostic Mobile Imaging, L.
L.C., doing business as Mo-
bile Imaging Group.  While 

employed there, Thetford em-
bezzled monies from Mobile 
Imaging Group obtained 
through health insurance 
claim submissions, in addition 
to forging checks that were 
presented for payment to two 
federally insured financial in-
stitutions.  The Southwest FO 
conducted the investigation 
with the FBI, the IRS and the 
HHS.  
 
 
 
 
 

Health Care 
Hubert Cameron Gibson, III, 
was convicted on nine counts 
of mail fraud and one count of 
conspiracy to evade income 
taxes.  Gibson, an internal 
medicine physician, operated 
several clinics, including 
physical therapy clinics, in Ar-
lington, TX, and the surround-
ing area.  He also operated 
two boat dealerships in the 
local area.  An investigation 
determined that fraudulent 
medical insurance claims 
originated in Gibson’s prac-
tices were submitted to vari-
ous insurance companies and 
Government agencies, to in-
clude the TRICARE system.  
The Southwest FO conducted 
the investigation jointly with 
the FBI, the IRS and the 
Texas State Board of Insur-
ance. 

Theft 
   William G. Begel pled guilty 
to theft of Government funds.  
An investigation determined 
Begel, chairman of the Armed 
Forces Sports Office, Arling-
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ton, VA, falsely charged ex-
penses to his Government I.
M.P.A.C. credit card and ac-
cepted kickbacks totaling 
$16,303.  Begel used false 
receipts and invoices issued 
to various vendors to obtain 
cash from his account.  The 
Mid-Atlantic FO conducted 
the investigation jointly with 
the FBI. 
 
 

 
Arms Export Control 

   Orbit/Flam and Russell, In-
corporated (Orbit F/R), Hor-
sham, PA, was sentenced to 
pay a $600,000 fine and a 
$400 special assessment for 
violating the Arms Export 
Control Act.  From about Sep-
tember 1997 to about May 
1998, Orbit F/R exported De-
fense articles and services to 
the People’s Republic of 
China.  Orbit F/R sold sophis-
ticated military equipment, re-
ferred to as the AL-8098 and 
AL–8099, to China’s Ministry 
of Aerospace for use in their 
missile development pro-
gram.  The equipment and 
software, which was originally 
developed for the Israeli De-
fense Forces, was designed 
to measure the effectiveness 
of antennas placed within the 
missile radome.  Orbit F/R 
also provided technical exper-
tise to improve the accuracy 
of a Chinese surface-to-air 
missile system similar to the 
Patriot missile system.  The 
Northeast FO conducted the 
investigation jointly with the 
U.S. Customs Service 
(USCS).  

SentencesSentences  

False Statement 
   Ronald Dean Garlick, presi-
dent of Garlick Helicopters, 
Incorporated, Hamilton, MT, 
was sentenced to 1 year and 
1 day in prison, to pay a 
$10,000 fine and a $50 spe-
cial assessment fee.  In Au-
gust 1999, Garlick pled guilty 
to one count of entry of goods 
by means of false statements.  
An investigation determined 
Garlick used false statements 
on USCS importation docu-
ments to bring prohibited mili-
tary armaments worth ap-
proximately $400,000 into the 
United States.  The docu-
ments Garlick submitted de-
clared the imported items to 
be “used helicopter parts,” 
when the shipment included 
20mm machine gun barrels; 
20mm machine gun housings 
and assemblies; 40mm gre-
nade launcher barrels, and a 
40mm grenade launcher 
originally manufactured for 
the U.S. military.  The ship-
ment originated in Spain and 
passed through the Port of 
Houston, Houston, TX, where 
the USCS seized the arma-
ments.  The seized items will 
be turned over to the U.S. 
Government for proper dispo-
sition.  The Houston RA con-
ducted the investigation with 
the USCS. 
 

False Statement 
   Sameena Ali was sen-
tenced to 5 years probation, 
ordered to pay a $500 special 
assessment, to perform 300 
hours of community service 
and, as a condition of proba-
tion, not to engage in con-

tracting with any Government 
agency or to engage in self-
employment.  Ali was previ-
ously found guilty of making 
false statements to the U.S. 
Government and conspiring 
to make false statements.  An 
investigation disclosed that 
Sameena Ali’s husband, 
Mirza Zulfiqar Ali, used the 
aliases Zulfiqar Eqbal and 
Henry Stone, to operate as a 
principal in her company, 
Sameena, Incorporated, do-
ing business as Samtech Re-
search, Fremont, CA.  The 
business illegally engaged in 
contracting with Government 
agencies, despite Mirza Ali’s 
previous debarment from 
Government contracting by 
the HHS.  Samtech Research 
was awarded over $3 million 
in Government contracts dur-
ing the period of Mirza Ali's 
debarment.  Mirza Ali was 
also found guilty of making 
false statements to the Gov-
ernment, conspiring to make 
false statements, making a 
false loan application and 
bank fraud.  He is scheduled 
for sentencing in April 2000.  
The San Francisco RA con-
ducted the investigation. 
 

Obstruction of Justice 
   Edward R. Sechrest was 
sentenced to 21 months im-
prisonment, followed by 3 
years supervised release, 
and was ordered to pay 
$681,104 in restitution and a 
$400 special assessment fee.  
Sechrest previously pled 
guilty to interstate transporta-
tion of money obtained by 
fraud, mail fraud, and ob-
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struction of justice.  Sechrest 
was president of Essex 
Waste Management Ser-
vices, Incorporated (Essex), a 
DoD subcontractor in Kings-
ville, MO.  Essex illegally dis-
posed of obsolete military 
M13 gas mask filters and 
committed insurance fraud re-
sulting from a fire caused by 
the illegal processing of com-
mercial and military aerosol 
waste products.  Sechrest is 
to pay $600,000 to the de-
frauded insurance company 
and $81,104 to the Defense 
Reutilization and Marketing 
Service.  The Kansas City RA 
conducted the investigation 
jointly with the FBI, the Envi-
ronmental Protection Agency 
(EPA) and the Missouri De-
partment of Natural Re-
sources.  
 
Employee’s Compensation 

Fraud 
   Nelson Velez was sen-
tenced to 1 year of probation 
for federal employee’s com-
pensation fraud.  Velez, a for-
mer DoD police lieutenant, 
employed by the U.S. Navy, 
claimed to have injured his 
back while on duty and was 
placed on disability leave.  
From January 17, 1992 
through October 15, 1995, 
Velez received $78,400 in 
Federal Employee’s Compen-
sation Act benefits, which 
was equal to 75 percent of his 
salary.  Velez admitted to fil-
ing forms with the DOL Office 
of Worker’s Compensation 
that failed to disclose he was 
self-employed and conducting 
business under the corporate 

name Executive Armored and 
Courier Service, Incorpo-
rated.  The New York RA 
conducted the investigation 
jointly with the DOL Office of 
Investigations, Labor Racket-
eering and Program Fraud.  
 

Kickbacks 
   David L. Dugas, Jackson-
ville, FL, was sentenced to 36 
months probation and a $100 
special assessment fee for 
offering to pay a kickback to a 
physician for the doctor’s pa-
tient referral.  Dugas acted as 
a broker of various medical 
services, to include diagnostic 
testing.  Dugas would offer 
these services to the doctor 
and make the necessary ar-
rangements with the diagnos-
tic company or medical sup-
ply company.  Dugas also of-
fered to pay the physician a 
portion of his commission as 
a kickback for patient refer-
rals.  The patients were mem-
bers of different Federal 
health care programs that in-
clude TRICARE and Medi-
care.  The Jacksonville POD 
conducted the investigation 
with the FBI and the Naval 
Criminal Investigative Service 
(NCIS). 
 
 
 

Failing to Test 
Maxwell-Sierra Capacitor and 
Filter (Maxwell-Sierra), Car-
son City, NV, paid a $320,000 
settlement as a result of fail-
ing to perform required test-
ing on items manufactured for 
the U.S. Army, Navy and Air 
Force and NASA.  This pay-

ment represents double dam-
ages for the Qualified Prod-
ucts List (QPL) items Max-
well-Sierra sold to the Gov-
ernment, plus single dam-
ages for the source control 
drawing parts, which are de-
pendent on Maxwell-Sierra’s 
status as a QPL parts manu-
facturer.  The Sacramento 
POD conducted the investiga-
tion jointly with the NASA, the 
USACIDC, the NCIS and the 
AFOSI, in conjunction with 
audit assistance from the De-
fense Contract Audit Agency 
(DCAA). 
 

False Claims 
   Northrop Grumman Corpo-
ration entered into a settle-
ment agreement and will pay 
the Government $750,000 to 
settle a portion of the allega-
tion brought forward in a qui 
tam suit under the False 
Claims Act.  The settlement 
addressed allegations of fail-
ure by Northrop Grumman 
Corporation to properly cali-
brate ovens used to heat-
treat aluminum parts for the 
E8-C Joint Surveillance Tar-
get Attack Radar System 
[JSTARS] aircraft, which is 
manufactured in Lake 
Charles, LA.  The New Or-
leans RA conducted the in-
vestigation with the AFOSI. 
 

Civil SettlementsCivil Settlements  
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Phoenix, AZ   
Comm:  (602) 277-7253/4          
Telefax:  (602) 277-9890          
E-Mail:  30px@dodig.osd.mil 
 
Long Beach, CA 
Comm:  (562) 980-4242          
Telefax:  (562) 980-4249          
E-Mail:  50es@dodig.osd.mil 
 
Mission Viejo, CA  
Comm:  (949) 643-4441  
Telefax:   (714) 643-4769          
E-Mail:  50la@dodig.osd.mil 
  
Sacramento, CA 
Comm:  (916) 489-1254          
Telefax:  (916) 489-1462          
E-Mail:  50sm@dodig.osd.mil 
    
San Diego, CA  
Comm:  (619) 569-1497/98             
Telefax:   (619) 569-6401             
E-Mail:  50sd@dodig.osd.mil 
     
San Francisco, CA 
Comm:  (510) 637-2965          
Telefax:  (510) 637-2972          
E-Mail:  50sf@dodig.osd.mil 

   
Van Nuys, CA  
Comm:  (818) 781-2575/3068          
Telefax:  (818) 781-3277          
E-Mail:  50vn@dodig.osd.mil 
 
Denver, CO 
Comm:  (303) 799-8182          
Telefax:  (303) 799-8615  
E-Mail:  30da@dodig.osd.mil 
 
Hartford, CT 
Comm:  (860) 721-7751          
Telefax:  (860) 721-6327          
E-Mail:  10hf@dodig.osd.mil 
 
Ft. Lauderdale, FL    
Comm:(954) 202-9167          
Telefax:(954) 202-9217 
E-Mail:  20fl@dodig.osd.mil 
 
Jacksonville, FL 
Comm::     (904) 855-0991          
Telefax:   (904) 855-4078 
E-Mail:  20jx@dodig.osd.mil 
 
Orlando, FL 
Comm:  (407) 895-2622         
Telefax:  (407) 895-2620          
E-Mail:  20or@dodig.osd.mil 
       
Pensacola, FL 
Comm:  (850) 651-6377         
Telefax:  (850) 651-6962   
E-Mail:  20pc@dodig.osd.mil 
 
Atlanta, GA 
Comm:  (770) 916-9920/9926          
Telefax:  (770) 916-9937          
E-Mail:  20at@dodig.osd.mil 
    
Honolulu, HI 
Comm:  (808) 541-2590          
Telefax:  (808) 541-3609  
E-Mail:  50hi@dodig.osd.mil 
 
 
 

 
Chicago, IL 
Voice:  (847) 827-9480 
Telefax:  (847) 827-3724 
E-Mail:  40ch@dodig.osd.mil 
 
Indianapolis, IN  
Voice:  (317) 542-4009 
Fax:  (317) 542-4012 
E-Mail:  40in@dodig.osd.mil 
 
Kansas City, KS  
Voice:  (913) 551-1350 
Telefax:  (913) 551-1362 
E-Mail:  40kc@dodig.osd.mil 
 
Wichita, KS 
Voice:  (316) 682-1991 
Telefax:  (316) 682-1609 
E-Mail:  40wc@dodig.osd.mil 
 
New Orleans, LA 
Comm:  (504) 641-0691          
Telefax:  (504) 641-0838          
E-Mail:  20no@dodig.osd.mil 
          
Boston, MA   
Comm:  (617) 753-3044          
Telefax:  (617) 753-4284 
E-Mail:  10bn@dodig.osd.mil 
 
Chapel Hill, NC  
Comm:  (919) 929-4744/4746          
Telefax:  (919) 967-4325          
E-Mail:  20rl@dodig.osd.mil 
 
Baltimore, MD  
Comm:  (410) 529-9054          
Telefax:  (410) 529-9052          
E-Mail:  60bt@dodig.osd.mil 
   
St. Paul, MN 
Voice:  (651) 222-0212 
Telefax:  (651) 222-8316 
E-Mail:  40mn@dodig.osd.mil 
 
 
 

To report suspected criminal 
activity involving the Department of  
Defense  please contact the nearest 
Defense Criminal Investigative  
Service office.  
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St. Louis, MO  
Voice:  (314) 539-2172 
Telefax:  (314) 539-2967 
E-Mail:  40sl@dodig.osd.mil 
 
Edison, NJ 
Comm:  (732) 819-8455          
Telefax:  (732) 819-9430  
E-Mail: 10sp@dodig.osd.mil 
 
Albuquerque, NM  87109          
Comm:    (505)342-4800          
Telefax:    (505)342-4814   
E-Mail:  30aq@dodig.osd.mil 
 
New York, NY 
Comm:  (516) 420-4302 /4307 
Telefax:  (516) 420-4316                 
E-Mail:  10ny@dodig.osd.mil 
 
Syracuse, NY 
Comm:  (315) 423-5019          
Telefax:  (315) 423-5099 
E-Mail:  10sy@dodig.osd.mil 
 
Cleveland, OH 
Voice:  (216) 522-2296/7 
Telefax:  (216) 522-7196 
E-Mail:  40cl@dodig.osd.mil 
 
Columbus, OH   
Voice:    (614) 692-3629/3855 
Telefax:  (614) 231-8905 
E-Mail:  40co@dodig.osd.mil 
 
Dayton, OH 
Voice:  (937) 534-0100 
Telefax:  (937) 534-0117 
E-Mail:  40dy@dodig.osd.mil 
 
Tulsa, OK  
Comm:  (918) 581-6485          
Telefax:  (918) 581-6489          
E-Mail:  30tl@dodig.osd.mil 
 
 
 
 

Philadelphia, PA         
Comm:  (610) 595-1900          
Telefax: (610) 595-1934 
E-Mail:  10pa@dodig.osd.mil 
 
Pittsburgh, PA 
Comm:  (412) 395-6931/6879       
Telefax:  (412) 395-4557  
E-Mail:  10pb@dodig.osd.mil 
 
Sioux Falls, SD 
Voice:  (605) 330-4211 
Telefax:  (605) 330-4212 
E-Mail:  40sx@dodig.osd.mil 
 
Nashville, TN 
Comm:  (615) 736-2930          
Telefax:  (615) 736-2939  
E-Mail:  20nv@dodig.osd.mil 
       
Dallas, TX 
Comm:  (817) 543-4350          
Telefax:  (817) 543-4365  
E-Mail:  30da@dodig.osd.mil 
 
Houston, TX 
Comm:  (713) 227-7263          
Telefax:  (713) 236-8487       
E-Mail:  30hs@dodig.osd.mil 
 
San Antonio, TX           
Comm:  (210) 366-1037          
Telefax:  (210) 366-4031          
E-Mail:  30sa@dodig.osd.mil 
              
Salt Lake City, UT 
Comm:  (801) 625-5703          
Telefax:  (801) 625-5711          
E-Mail:  30og@dodig.osd.mil 
 
Seattle, WA 
Comm:  (206) 553-0700           
Telefax:  (206) 553-0057           
E-Mail:  30da@dodig.osd.mil 
    
 
 
 

Arlington, VA   
Comm:  (703) 604-8439/40          
Telefax:  (703) 604-8442 
E-Mail:  60dc@dodig.osd.mil 
 
Norfolk, VA 
Comm:  (757) 441-3412          
Telefax:  (757) 626-1891    
E-Mail:  60nf@dodig.osd.mil 
 
Richmond, VA 
Comm:  (804) 748-2055          
Telefax:  (804) 748-5327     
E-Mail:  60rm@dodig.osd.mil 
 
Milwaukee, WI  
Voice:  (414) 297-1810 
Telefax:  (414) 297-1817 
E-Mail:  40ml@dodig.osd.mil 
 
Wiesbaden, Germany          
Comm:  011-49-611-3807526          
Telefax:  011-49-611-3807421          
DSN:  338-7526                    
Fax:  338-7421                 
      

You may also call, write or e-mail the 
Department of Defense Hotline at 
Defense Hotline 
The Pentagon 
Washington, DC 20301-1900 
Voice:  (800) 424-9098 
Voice:  (703) 604-8546 
E-Mail:  hotline@dodig.osd.mil 


